
PRIVACY NOTICE FOR PERU 

1. Data controller 

CELEO REDES PERU S.A.C.' (hereinafter “CELEO REDES PERU”) is responsible for the processing 

of personal data and is the owner of the personal data banks, with registered office at Av. 

República de Colombia No. 791 Interior 903, Urb. Chacarilla de Santa Cruz (Edificio Torre 

República), district of San Isidro, province and department of Lima. 

2. Applicable legislation 

CELEO REDES PERU implements this Privacy Notice based on the current regulations on 

personal data protection: Law No. 29733, Law on the Protection of Personal Data (hereinafter, 

the “Law”) and its Regulations, approved by Supreme Decree No. 003-2013-JUS (hereinafter 

the “Regulation”), the directive on the security of information managed by personal data banks 

and the directive on the processing of personal data by video surveillance systems have also 

been taken into consideration. 

CELEO REDES PERU and, where appropriate, the persons entrusted with the processing have 

the appropriate and adequate security measures in place to process such personal data. They 

have also adopted the necessary technical, organisational and legal measures to guarantee the 

confidentiality of the personal data. 

3. Personal data banks and the purpose of the processing 

The personal data to which CELEO REDES PERU has access will be incorporated and stored in 

the corresponding personal data bank, thus forming the organised set of personal data created 

by CELEO REDES PERU and duly declared before the National Authority for the Protection of 

Personal Data. The purposes of each personal data bank are: 

Personal data bank Purpose 

Website users 

To collect personal data to follow up enquiries on 

the website. To attend to enquiries and requests for 

information received through the website, as well 

as processing suggestions, claims or complaints. 

Job applicants 
To collect applicant data to be used in the 

recruitment and selection process. 

Suppliers 

To collect personal data from suppliers for service 

provision and payment management, as well as to 

verify the status in the taxpayers' register. 

Transparency Channel 

To collect personal data in order to process 

communications and/or complaints received and 

resolve them with the utmost diligence and in 

accordance with the legislation in force that applies 

to the organisation. 



4. Transfer of personal data and recipients  

The holder of the personal data authorises the transfer of his/her personal data to the 

companies related and/or associated to CELEO REDES PERU at national or international level 

(cross-border flow), for the purposes indicated above to be carried out, extending to such 

companies the express authorisation for their processing, as appropriate and as detailed in each 

form. 

Furthermore, this personal data may be communicated to administrative institutions, judicial 

and/or police authorities, as long as this is provided for by law. 

CELEO REDES PERU guarantees an adequate level of protection of the personal data of users 

for the transfer of personal data, in accordance with a protection that is equivalent to that 

provided by law or international standards on the matter. 

5. Exercise of ARCO rights 

Users, holders of personal data have and may exercise their rights of access, rectification, 

cancellation and opposition to their personal data, as well as the right to oppose their processing 

and to be informed of any transfers of such data. 

The rights described above may be exercised in writing by submitting a request to our e-mail 

address protecciondedatos@celeogroup.com. 

The request must be submitted with the reference “Data Protection”, specifying the right to be 

exercised, the reasons for the request, as well as your details, proof of identity by means of a 

simple copy of your National Identity Document or equivalent document or, where appropriate, 

that of the authorised representative, as well as the title that authorises such representation. 

Likewise, in the event that the Owner has not been attended to in any request regarding the 

exercise of their rights, CELEO REDES PERU informs that they may file a complaint with the 

National Data Protection Authority, by contacting the Bureau of Parties of the Ministry of Justice 

and Human Rights, or by contacting the Judiciary for the purposes of the corresponding Habeas 

Data Action. 
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